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 This paper proposes to re-orient cyber defamation 
analysis towards a Civilian approach, whose hallmark 
flexibility and adaptability lends itself particularly well 
to the digital age. Indeed, harnessing the ordinary rules 
of negligence, and—in principle—foregoing defences, the 
Civilian construction is chiefly interested in the contex-
tual reasonableness of the impugned expression (rather 
than in its truth or falsity strictly speaking), in contra-
distinction to its somewhat categorical Common Law 
counterpart. It is therefore recommended that defama-
tion law evolve towards a “negligence standard” in com-
mon law parlance. Plainly put, this would require the 
plaintiff to make a showing of the contextual unreasona-
bleness of impugned speech, an analysis which sub-
sumes truthfulness and obviates the need for defences, 
this comporting with constitutional imperatives.
 Moreover and compounding the importance of re-
visiting the matter, “in a world where boundaries are po-
rous and shifting” — and data is global, a cyber-
publication in one jurisdiction may be read and reposted 
anywhere in the world, thereby potentially causing repu-
tational harm transcending traditional or national pa-
rameters. Therefore, enforcing rights flowing from con-
duct originating outside of Canada increasingly preoccu-
pies our courts who are gradually fearful of losing the 
ability to enforce local norms and policy or rectify domes-
tically felt harm originating elsewhere. This preoccupa-
tion with “judicial helplessness” in Internet cases is evi-
denced by the notably liberalized jurisdiction test in 
Goldhar and Black inter alia and by two landmark cyber 
jurisdiction oriented cases handed down by the Supreme 
Court of Canada in 2017 alone. It is therefore essential 
to at least summarily address the jurisdiction question—
if we are to have a true contextual understanding of 
cyber defamation as recommended herein. 

 Cet article aborde une proposition visant à modifier 
l’orientation prise par le droit relatif à la cyberdiffamation ac-
tuellement en vigueur en Common law vers une approche qui 
s’apparente à celle de la tradition civiliste, dont la flexibilité et 
l’adaptabilité se prêtent particulièrement bien aux particularités 
de l’ère numérique. En effet, en s’appuyant sur les règles de droit 
commun se rapportant à la négligence et — en principe — sur 
les défenses qui s’y rapportent, l’approche civile s’intéresse prin-
cipalement au caractère raisonnable et contextuel de 
l’expression potentiellement diffamatoire (plutôt qu’à sa vérité 
ou à sa fausseté à proprement parler), ce qui la distingue du ca-
ractère quelque peu catégorique de l’approche de Common law. 
Il est donc recommandé que le droit de la diffamation évolue 
vers un « standard de négligence » pour reprendre le langage de 
droit commun. Pour clarifier, cela obligerait un demandeur de 
démontrer le caractère déraisonnable tiré du contexte du dis-
cours contesté, une analyse qui présume la véracité et évite le 
besoin d’établir des moyens de défense, le tout conforme aux im-
pératifs constitutionnels. 
 De plus, il faut considérer qu’un une cyber-publication 
dans un pays peut être lue et re-publiée n’importe où dans le 
monde, causant ainsi potentiellement un préjudice à la réputa-
tion qui transcende les limites traditionnels ou nationaux. Ce 
faisant, il est d’autant plus important de reconsidérer ce do-
maine du droit à la lumière « d’un monde où les frontières sont 
poreuses et changeantes » — et où les données sont globalisée. 
Par conséquent, la mise en application des droits qui découle-
raient de faits ou gestes posés à l’extérieur du Canada préoccupe 
de plus en plus les tribunaux, qui craignent peu à peu de perdre 
leur capacité d’appliquer les normes et politiques locales ou de 
réparer localement des préjudices survenus d’ailleurs. Cette pré-
occupation relative à l’« impuissance judiciaire », qui tend à pa-
raître lorsqu’il est question de décisions judiciaires relatives à 
l’internet, est illustrée par le test de compétence libéralisé des 
jugements Goldhar et Black, entre autres décisions, et par deux 
affaires historiques relatives à la cyber-juridiction, tranchées par 
la Cour suprême du Canada en 2017. Il est donc essentiel de 
traiter au moins de manière sommaire la question de la compé-
tence — si nous voulons avoir une véritable compréhension con-
textuelle de la cyber diffamation comme le recommande le pré-
sent article. 



554   (2018) 63:3&4   MCGILL LAW JOURNAL —  REVUE DE DROIT DE MCGILL  
 

  

 
Introduction 555  

I.  Part I: Introduction  558 
A. Evolving Visions of Reputational Privacy and  

Expression in the Digital Age  558  
B. A Notable Shift in Canadian Law: Privacy as  

Means for Protecting Reputation  559   
C. Laying the Foundation  563 
 1. Understanding Reputational Privacy Conceptually 563 
D. A Purposive Construction of Defamation in the  

Digital Age Informed by Comparative Approaches 565  

II.  The Civil Law View 567 
A. A Word on the Civilian Understanding of  

Reputational Privacy  567  
B. From the General to the Specific  569 
C. Context 572 
 1. An Affirmative Duty to Take Reasonable 

Precautions 573 
D.  Damages 574 

III.  Matters of Falsity and Context/Doing Away with  
“Unreasonable Truth” in the Digital Age?  
A Recommendation 575   
A. A Word on Anonymity and Defamation 576 
B. Intermediaries: Affirmative Duties as Corollaries  

to Rights 578 

IV.  Preliminary Conclusions: Integrating Lessons from  
the Civil Law Approach 581 

 



DEFAMATION ANALYSIS IN THE DIGITAL AGE 555  
 

Introduction 

“We live in an age drenched in data.”1 
“On the Internet, we constantly live in a twilight between fact 
and fiction.”2 

 Over a decade ago, Justice Blair of the Court of Appeal for Ontario 
first posed and then answered a significant inquiry, in which he said: 

Is there something about defamation on the Internet—“cyber libel”, 
as it is sometimes called—that distinguishes it, for purposes of dam-
ages, from defamation in another medium? My response to that 
question is “Yes.” 

Communication via the Internet is instantaneous, seamless, interac-
tive, blunt, borderless and far-reaching. It is also impersonal, and 
the anonymous nature of such communications may itself create a 
greater risk that the defamatory remarks are believed.3 

This relatively recent predicament, extensively dealt with by Quebec 
courts of late, both summarizes and foretells this paper’s proposal to reor-
ient Ontario cyber defamation analysis towards a civilian approach, 
whose hallmark flexibility and adaptability lends itself particularly well 
to the digital age. Indeed, as further discussed herein, harnessing the or-
dinary rules of negligence, and—in principle—foregoing defences, the ci-
vilian construction is chiefly interested in the contextual reasonableness of 
the impugned expression (rather than in its truth or falsity strictly speak-
ing), in contradistinction to its somewhat categorical common law coun-
terpart.4 It is therefore recommended that defamation law evolve towards 
a “negligence standard” in common law parlance. This evolution in com-
mon law would require the plaintiff to make a showing of the contextual 

                                                  
1   Daniel J Solove, The Future of Reputation: Gossip, Rumor, and Privacy on the Internet 

(New Haven: Yale University Press, 2007) at 2. 
2   Ibid at 35.  
3   Barrick Gold Corp v Lopehandia (2004), 71 OR (3d) 416 at paras 28, 31, 239 DLR (4th) 

577 [Barrick]. 
4   For a discussion of common law defenses in Quebec jurisprudence, see Part III below. 

In principle and in its pure form, Quebec civil law does not offer specific defences such 
as truth or qualified privilege. Although civil law defense of reputation was heavily in-
fluenced by the common law for many years, with judges routinely, albeit erroneously, 
citing common law defences in Quebec, the Supreme Court has highlighted that those 
common law defenses are alien to the civil law. See e.g. Prud’homme v Prud’homme, 
2002 SCC 85 at paras 48–63, [2002] 4 SCR 663 [Prud’homme]; Néron v Chambre des 
notaires du Québec, 2004 SCC 53 at para 60, [2004] 3 SCR 95 [Néron]. See also Jean-
Louis Baudouin, Patrice Deslauriers & Benoît Moore, La responsabilité civile, 8th ed 
(Cowansville, Que: Yvon Blais, 2014) (“[c]e recours à la common law est strictement 
inutile et totalement injustifié” at 292). 
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unreasonableness of impugned speech, an analysis which subsumes 
truthfulness and obviates the need for defences. 
 Such is the case in Quebec where, per article 1457 of the Civil Code of 
Québec’s (CCQ) three-pronged approach, statements deemed unreasona-
bly expressed under the circumstances give rise to liability if they are 
found to have caused reputational harm.5 What matters in this analysis is 
not the truthfulness of the statements but rather the unreasonable char-
acter of the expression under the circumstances and the injury that the 
statement causes. Furthermore, exemplary damages are available (and 
often awarded in the Internet context) by virtue of the Quebec Charter of 
Human Rights and Freedoms6 through article 49(2) when the defamatory 
comments are found to have been made “intentionally” (a term generously 
interpreted to often include recklessly).7 As courts struggle to strike a bal-
ance between protecting privacy and reputation, made fragile in the cyber 
era, with the value of freedom of expression protected in both the Canadi-
an Charter and the Quebec Charter, the Quebec approach to defamation 
offers a legal framework that can better balance the Internet’s proclivity 
to exacerbate the reputational harms of statements made online.8  
 Compounding the importance of revisiting the matter of defamation 
online, a cyber-publication in one jurisdiction may be read and subse-
quently reposted anywhere in the world, thereby potentially causing rep-
utational harm transcending traditional or national parameters. Canadi-
an courts have grappled with the challenge of enforcing local rights in-
fringed by conduct flowing from outside of Canada, wary of losing the abil-
ity to enforce local norms and policy by rectifying harm felt in Canada but 

                                                  
5   Art 1457 CCQ provides:  

Every person has a duty to abide by the rules of conduct incumbent on him, 
according to the circumstances, usage or law, so as not to cause injury to an-
other. 
Where he is endowed with reason and fails in this duty, he is liable for any 
injury he causes to another by such fault and is bound to make reparation for 
the injury, whether it be bodily, moral or material in nature. 
He is also bound, in certain cases, to make reparation for injury caused to 
another by the act, omission or fault of another person or by the act of things 
in his custody. 

6   CQLR c C-12 [Quebec Charter]. 
7   For instance, comments made in bad faith, maliciously expressed with the sole purpose 

of ruining another’s reputation are relevant for exemplary damages. See e.g. Kanavaros 
c Artinian, 2014 QCCS 4829 at para 3, [2014] JQ No 11099 (QL) [Kanavaros]. 

8   A personality right as discussed below protected by arts 3, 35 CCQ. See also Quebec 
Charter, supra note 6 at ss 4–5. The latter applies to private disputes as well unlike the 
Canadian Charter of Rights and Freedoms, Part 1 of the Constitution Act, 1982, being 
Schedule B to the Canada Act 1982 (UK), 1982, c 11 [Canadian Charter]. 
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originating elsewhere. The courts’ preoccupation with the potential for ju-
dicial helplessness in Internet cases is evidenced by the notably liberal-
ized jurisdiction test in Haaretz.com v. Goldhar9 building on Breeden v. 
Black10. The Court endeavors to inject flexibility into the existing test and 
to adapt the steps set out to the complexity of an increasingly multi-
jurisdictional landscape.11 It is therefore essential to at least summarily 
touch upon the jurisdiction question, alongside that of intermediaries, if 
we are to have a true contextual understanding of cyber defamation as 
recommended herein. 
 Cognizant of the jurisdictional challenges faced in the information age, 
the objective is to carve a path forward for Ontario law. This paper offers 
contextual analysis as a basis for advancing the analytical framework in 
Ontario, modeled on the civilian approach in Quebec. Quebec courts may 
also be said to harness the principles of defamation law to hold third par-
ties, most notably “data controllers” (search engines and the like) ac-
countable, thereby pre-empting the weakening of local defamation law12 in 

                                                  
9   2018 SCC 28 at para 27, [2018] 2 SCR 3. As the digital realm challenges territorial no-

tions traditionally animating law, courts are called upon to determine jurisdiction in 
multi-jurisdictional matters. Thus, for instance, in Club Resorts v Van Breda (2012 
SCC 17, [2012] 1 SCR 572) the Court reviewed the “real and substantial connection” 
test, setting forth a “presumption of jurisdiction” when the connecting factors set out 
are met. In Haaretz, a divided court elaborated on how this reviewed Van Breda test is 
to be applied. The first prong questions whether the Court objectively has jurisdiction 
and if so whether it is appropriate for the Court to avail itself thereof. The second forum 
non conveniens prong, according to Justice Côté, serves to temper the “rigidity” in the 
Van Breda step by integrating flexibility and case by case analysis predicated on fair-
ness and efficiency, central to a borderless word in terms of defamation, where pre-
existing principles applied mechanically or intransigently may lead to unfair results. 
That effort to integrate flexibility, mindful of context in particular seems to echo the 
emphasis on context placed in Breeden v Black, 2012 SCC 19 at paras 19–29, [2012] 1 
SCR 666 [Black]. 

10   Black, supra note 9. The Court opined that Canadian courts can take jurisdiction where 
the defamatory statements were read in or republished in Canada. Significantly, the 
Court emphasizes the importance of context when evaluating whether another forum is 
more appropriate. It stands to reason that this forms part and parcel of a nascent yet 
emerging view that attempts to temper the rigidity of the traditional steps, in light of 
the complexity of multi-jurisdictional cases, increasingly common in the digital age. 

11   See e.g. Douez v Facebook Inc, 2017 SCC 33, [2017] SCR 751 [Douez] (the Court applied 
the test for enforcement of forum selection clauses differently in the consumer context 
to account for an inequality of bargaining power, stating “[a]s the chambers judge not-
ed, the growth of the Internet, virtually timeless with pervasive reach, has exacerbated 
the potential harm that may flow from incursions to a person’s privacy interests. In this 
context, it is especially important that such harms do not go without remedy” at pa-
ra 59); Google Inc v Equuestek Solutions Inc, 2017 SCC 34, [2017] 1 SCR 824 (granting 
an injunction with extraterritorial effect).  

12   More broadly, it may arguably prevent the weakening of domestic law (see e.g. Douez, 
supra note 11 at paras 58–63). 
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the borderless, “anonymous” digital age. This paper shines a comparative 
light on the civilian view with an eye towards informing the development 
of Ontario defamation law.  

I.  Part I: Introduction  

A. Evolving Visions of Reputational Privacy and Expression in the Digital Age 

 Prior to proceeding to a more in-depth discussion of Quebec defama-
tion law and its distinct pertinence to advancing the Ontario framework, 
it is necessary to first touch on the very nature of the social and technolog-
ical change upon us. We are witnessing a culture of instantaneous shar-
ing, enabling anyone to communicate random thoughts, potentially with 
everyone, literally worldwide, without the ability to correct, retract, con-
trol or contextualize subsequent dissemination, and they may further—to 
a certain degree—do so anonymously. Cognizant of these medium shifts, 
the Supreme Court of Canada has laudably evolved its approach to digital 
privacy as a means for protecting reputation, commonly predicated on the 
dignity and control theory discussed below, particularly in civilian 
thought.13 It therefore stands to reason that defamation or “cyber libel” 
should similarly be revisited in light of the above-cited evolution in Cana-
dian case law, as it pertains to “digital privacy” or innovation law more 
generally.14 
 Namely, the technological developments brought about by the Internet 
changed the circumstances of expression and the context in which defa-

                                                  
13   See AB v Bragg Communications Inc, 2012 SCC 46, [2012] 2 SCR 567 [AB]; R v Spencer, 

2014 SCC 43, [2014] 2 SCR 212 [Spencer]; R v Cole, 2012 SCC 53, [2012] 3 SCR 34 
[Cole]. These cases, read together, seem to put forward an evolved construction to digi-
tal privacy, considering the claimants’ reputation, dignity and control. Thus, for in-
stance in AB, the Court takes notice of the privacy harm associated with unbridled dis-
closure (at para 23); in Spencer, the Court discusses the idea of privacy as informational 
control stating that “[p]rivacy also includes the...notion of control over, access to and use 
of information” (at para 40). Finally in Cole, the Court opined that an accused teacher 
who allegedly stored child pornography in his work-issued laptop had some reasonable 
expectation of privacy as to the information stored and discusses the impact of the lap-
top’s seizure on the accused’s dignity in view of section 8 of the Canadian Charter (at 
para 91). 

14   Christina Spiesel, “Eyes on the Horizon”, Book Review of Courts, Litigants and the Dig-
ital Age: Law, Ethics and Practice by Karen Eltis, (2013) 58:3 McGill LJ 1061 at 1062. 
See also Robert Danay, “The Medium is Not the Message: Reconciling Reputation and 
Free Expression in Cases of Internet Defamation” (2010) 56:1 McGill LJ 1 at 4. Danay, 
for instance, critiques the common law courts’ approach to defamation, arguing that 
equating new media with its traditional broadcast counterparts inter alia strike fails to 
strike the appropriate balance between free expression and the protection of reputation 
and may have unintended consequences. 
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mation can occur. Social media is characterized by a “general lack of error 
correction, gate keeping (and its absence)”15 and is conducted within a 
broader medium (the Internet) that rarely forgets or contextualizes. This, 
needless to say, is most salient for the purposes of revisiting the correct 
balance between freedom of expression and reputation/privacy in the digi-
tal age.  
 In distinction to the institutional press, which by most accounts boasts 
built-in safeguards (editorial oversight, and a civil if not purportedly neu-
tral tone) bloggers and tweeters can share information free of intermedi-
aries to a certain extent and in a manner that serves to radically com-
pound the difficulties related to traditional defamation. Difficulties like 
punitive shaming, for example, may ultimately force us to recalibrate the 
balance reached between free speech, known as “very life blood of our 
freedom and free institutions”16 and reputational considerations. 
  The ability of sheer vilification and distortions of information to in-
stantaneously reach and mislead even the most educated is amplified by 
the lack of editorial oversight online.17 Accordingly, a notable British Co-
lumbia case on defamatory statements on social media recognized the 
pernicious nature of the medium, opining that “the nature of Facebook as 
a social media platform and its structure mean that anyone posting re-
marks to a page must appreciate that some degree of dissemination at 
least, and possibly widespread dissemination, may follow.”18  In light of 
the above, insisting on a multi-tiered approach as the common law does 
today may be unduly onerous and may inadvertently undermine the gen-
eral objectives of defamation law in the internet age: shielding reputation.  

B. A Notable Shift in Canadian Law: Privacy as Means for Protecting 
Reputation  

 Privacy, particularly as a means for safeguarding personal dignity, ul-
timately seeks to give people greater control over their reputations.19 This 
                                                  

15   See Spiesel, supra note 14 at 1062. 
16   WIC Radio Ltd v Simpson, 2008 SCC 40 at para 1, [2008] 2 SCR 420, citing Price 

v Chicoutimi Pulp Co (1915), 51 SCR 179 at 194, 23 DLR 116.  
17   See Karen Eltis, “Hate Speech, Genocide, and Revisiting the ‘Marketplace of Ideas’ in 

the Digital Age” (2012) 43:2 Loy U Chi LJ 267 at 274. 
18   Pritchard v Van Nes, 2016 BCSC 686 at para 83, 2016 CarswellBC 1076 (WL Can).  
19   See Hill v Church of Scientology, [1995] 2 SCR 1130 at paras 120–21, 126 DLR 

(4th) 129 [Hill]. See also Alan F Westin, Privacy and Freedom (New York: Atheneum, 
1967) (in his much celebrated article on this point, Westin defines privacy as “the claim 
of individuals...to determine for themselves when, how, and to what extent information 
about them is communicated to others” at 7); Charles Fried, “Privacy” (1968) 77:3 Yale 
LJ 475 (“[p]rivacy is not simply an absence of information about us in the minds of oth-
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control over the tidbits of decontextualized information that ultimately 
shape (or distort) reputation is of the essence in the age of Internet which, 
as leading privacy theorist Daniel Solove explains, “makes gossip a per-
manent reputational stain, one that never fades.”20  
 For defamation law, with its focus on reputation, this signifies a shift 
from a binary understanding of truthful and untruthful speech and pre-
sents an opportunity for reform. On the one hand, decontextualized 
“truths,” widely available through the Internet, can be just as destructive 
to one’s reputation as outright lies. Therefore, an emphasis on the “truth” 
or falsity of impugned communications is counterproductive, sanctioning 
a distorted view of an individual resulting from the decontextualization of 
tidbits of personal information. On the other hand, focusing on truth as a 
defence, rather than a mere element in the contextual analysis of reason-
ableness, places a disproportionate burden on defendant and unduly frus-
trates freedom of expression. Demonstrating that a post is “objectively 
true” or verifiable as a defence places a high bar on defendant. Assessing 
truth as part of reasonableness, as the civilian tradition endeavours to do, 
infringes less on freedom of expression by enquiring into the unreasona-
bleness of the expression, rather than falsity. It further accounts for the 
Internet’s tendency to decontextualize, and therefore distort, truthful 
comments.  
 Privacy, as first recognized in the seminal piece by Samuel L. Warren 
and Justice Louis D. Brandeis, was born of the need to safeguard reputa-
tion in view of what were then new technologies, which speaks to the for-
mer’s importance let alone relevance to the latter.21 What is more, the ci-
vilian/continental construction of privacy is itself predicated on human 
dignity,22 a fundamental rationale underlying the protection of reputa-
tion.23 

      
ers; rather, it is the control we have over information about ourselves” at 482 [emphasis 
in original]); Charles Fried, An Anatomy of Values: Problems of Personal and Social 
Choice (Cambridge: Harvard University Press, 1970) at 140; Arthur R Miller, The As-
sault on Privacy: Computers, Data banks, and Dossiers (Ann Arbor: University of Mich-
igan Press, 1971) at 25. 

20   Solove, supra note 1 at 33. 
21   See Samuel D Warren & Louis D Brandeis, “The Right to Privacy” (1890) 4:5 Harv L 

Rev 193 at 195; Solove, supra note 1 (“according to William Prosser, one of the most fa-
mous tort law scholars, the article was prompted by Warren’s outrage over the media’s 
snooping on his daughter’s wedding. Prosser quipped that Warren’s daughter had a 
‘face that launched a thousand lawsuits’” at 109). 

22   See generally James Q Whitman, “The Two Western Cultures of Privacy: Dignity ver-
sus Liberty” (2004) 113:6 Yale LJ 1151. 

23   See e.g. art 3 CCQ (“[e]very person is the holder of personality rights, such as...the right 
to the respect of his name, reputation, and privacy”); Solove, supra note 1 (speaking 
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 But the change in circumstances has caused—and continues to 
cause—considerable quandaries in terms of reconciling modern day, cross-
jurisdictional problems with an outdated legal structure in place. For, as 
one commentator stated,  

[t]he Internet is, at its core, a medium of instantaneous, long-
distance communication. It makes communicating with a thousand, 
or a million, people no more difficult than communicating with a 
single person. For the first time, it brings mass communication to 
the masses: anyone with a computer and an Internet connection can 
utilize its potential. It facilitates communication in any combination 
of writing, sounds, and pictures. It knows no geographical bounda-
ries: any Internet user can communicate globally, with a potentially 
limitless audience.  

While other media of communication may have some of these quali-
ties, their confluence in the Internet is unique. The Internet repre-
sents a communications revolution.24 

 Thankfully, AB v. Bragg, a unanimous landmark Supreme Court of 
Canada decision rendered in the fall of 2012, appears to herald a remark-
able transformation, marking an important progression in both judicial 
attitudes and understanding of privacy harm. Moreover, Canada’s highest 
court appears to be taking serious notice of the indisputable impact that 
the Internet has had and continues to have on various areas of law, in-
cluding defamation (or commonly called “cyber defamation”),25 recognizing 
anonymity as a component of privacy.26  
 In effect, the Supreme Court of Canada appears primed for the first 
time to revisit prevailing concepts and approaches and, perhaps, reverse 
its own long-standing case law.27 In devising a framework that will ac-
commodate the vicissitudes of the digital age, and cross-border reputa-
tional harm in particular, the Court seems to echo the increasingly preva-

      
generally about defamation law, “[w]e protect people from having their reputation un-
justly ruined because we respect their dignity” at 34). For a common law view, see Rob-
ert C Post “The Social Foundations of Defamation Law: Reputation and the Constitu-
tion” (1986) 74:3 Cal L Rev 691 at 694. 

24   Matthew Collins, The Law of Defamation and the Internet, 2nd ed (Oxford: Oxford Uni-
versity Press, 2005) at 3.  

25   See Karen Eltis, “Workplace Privacy: Piecing Together Jones, A.B. and Cole: Towards a 
‘Proportional’ Model of Shared Accountability” (2015) 18:2 CLELJ 493 at 515 [Eltis, 
“Piecing Together”]. 

26   See Spencer, supra note 13 at paras 41–49.  
27   AB, supra note 13; Black, supra note 9. 
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lent understanding that the common law should develop in a manner that 
is consistent with context—namely, the vicissitudes of the digital age.28 
 The following posits that, mindful of Canadian Charter values, Cana-
dian courts should look to the civilian experience towards evolving defa-
mation beyond common law defences, as one Saskatchewan court has ar-
guably already done in Whatcott v. Canadian Broadcasting Corporation.29  
 Defamation law, positioned to protect reputation, is carved as an ex-
ception to freedom of expression and depends chiefly on perception.30 With 
that in mind, Whatcott may be a source of comfort for Ontario courts, 
since the Saskatchewan court adopted a civilian methodology while at-
tending to concerns about freedom of expression. It chose to focus contex-
tually on whether the impugned communication created a false impres-
sion of the plaintiff’s views, rather than insisting on whether the words 
were actually false, recognizing that the latter approach would not proper-
ly satisfy the underlying rationale of defamation law, that of protecting 
reputation.  
 Although not a cyberdefamation case, the matter attests to the dan-
gers of the decontextualization of facts, even when these facts, narrowly 
speaking, are not necessarily false. In his claim, Whatcott argued that he 
was defamed by a video clip aired by the CBC:  

the plaintiff here complains about the defendant’s depiction of words 
that he authored in a flyer which he also printed and distributed. 
The essence of his argument is that the manner and context in which 
his words were presented seriously distorted and misrepresented his 
views, thereby giving the words a defamatory meaning.31  

He attacked the prominence of certain clips—snippets of his flyers which, 
although accurate (he did not contest that the flyers pictured were indeed 
his), were depicted without referencing the disclaimer that followed on the 
second page of the flyer. This omission decontextualized the emphasized 
words, creating a false impression of the plaintiff and his message. As the 
court observed:  
                                                  

28   See Douez, supra note 11, where Justice Abella opines: “it is important to put this forum 
selection clause in its contractual context. We are dealing here with an online consumer 
contract of adhesion. Unlike in Pompey, there is virtually no opportunity on the part of 
the consumer to negotiate the terms of the clause. To become a member of Facebook, 
one must accept all the terms stipulated in the terms of use. No bargaining, no choice, 
no adjustments” (at 98). 

29   Whatcott v Canadian Broadcasting Corp, 2015 SKQB 7, 380 DLR (4th) 159 [Whatcott].  
30   See Patrick Milmo & WVH Rogers, eds, Gatley on Libel and Slander, 10th ed (London, 

UK: Sweet & Maxwell, 2004) (“[a] defamatory imputation is one to the claimant’s dis-
credit; or which tends to lower him in the estimation of others; or causes him to be 
shunned or avoided; or exposes him to hatred contempt or ridicule” at 28–29). 

31   Whatcott, supra note 29 at para 3 [emphasis added]. 
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The plaintiff’s complaint focuses on that portion of the broadcast, 
near the beginning, where the defendant’s camera depicted the first 
page of the Alberta flyer. In his statement of claim, the plaintiff con-
tends that by depicting the Alberta flyer in the manner it did, with-
out referencing the disclaimer on the second page, the defendant 
conveyed the impression that the plaintiff advocated the killing of 
homosexual people, which was the opposite of the meaning he actu-
ally conveyed in the flyer, when read as a whole.32 

Underscoring the danger of decontextualization a fortiori in the digital 
age, Justice Elson opined:  

In my view, by focusing the camera’s attention on the phrase “kill 
the homosexual”, as it appeared in the Alberta flyer, and doing so 
early on in the broadcast, the defendant conveyed the impression 
that the plaintiff’s activism was considerably more extreme than it 
actually was. Indeed, it conveyed the impression that the plaintiff’s 
views extended to inciting violence against homosexual people. De-
spite the fact that the focus on these words was no more than five 
seconds long, I am satisfied that it was long enough to have injured 
the plaintiff’s reputation in the estimation of reasonable viewers. 
While the rest of the broadcast did nothing to support or reinforce 
this impression, it also did nothing to reduce it or to diminish the in-
jury.33  

Consequently, and unknowingly applying a civilian framework of analy-
sis, the court concluded that “selective editing” of otherwise accurate (or 
truthful) information may be deemed defamatory if decontextualized to 
create a false (harmful) and defamatory impression.34  

C. Laying the Foundation  

 1. Understanding Reputational Privacy Conceptually 

 Digital privacy is not merely about seclusion. On the contrary, expo-
sure seems to be the default, be it via social networking, YouTube videos, 
or Twitter.35 It is not that we do not wish to be known or seen, but rather 

                                                  
32   Ibid at para 30. 
33   Ibid at para 52. 
34   It is notable that the SKQB’s finding of defamation was upheld by the Saskatchewan 

Court of Appeal, which reversed only the finding of damages based on malice, see Ca-
nadian Broadcasting Corporation v Whatcott, 2016 SKCA 17, 395 DLR (4th) 278. 

35   See Karen Eltis, “Breaking Through the ‘Tower of Babel’: A ‘Right to be Forgotten’ and 
How Trans-Systemic Thinking Can Help Re-Conceptualize Privacy Harm in the Age of 
Analytics” (2011) 22:1 Fordham IP Media & Ent LJ 69 at 76 [Eltis, “Breaking Through 
the ‘Tower of Babel’”] (although not a cyber defamation case, the court’s realization of 
the need for contextual analysis is all the more relevant in the digital age); Karen Eltis, 
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than we expect to be seen as we portray ourselves when we set out to bare 
our identities online. Where the idea is to share personal information—in 
the cyber world as in the “real” world—the intention is, not surprisingly, 
to expose what one considers an accurate rendering of oneself (whether it 
is precise or not). One might say that those sharing personal information 
online may wish to preserve control over their ability to represent them-
selves to the world.36  
 In most cases, people do not fear revealing even very personal infor-
mation. Rather, they fear the often irreparable distortion and deformation 
of this information and its arguably indelible impact on reputation in the 
digital age.37 Indeed, as Paul Schwartz observes, “[t]he weight of the con-
sensus about the centrality of privacy-control is staggering.”38 As Fairfield 
buttresses, privacy as control “has emerged as a dominant theory of in-
formational privacy, in part because it promises individuals (rightly or 
wrongly) the ability to both disclose and control dissemination of infor-
mation online” and “[m]odern privacy approaches have developed and in-
tensified the emphasis on individual notice, choice, and control over in-
formation flows.”39  
 In other words, instead of isolation, people covet and what sociologist 
Erving Goffman labelled “impression management.”40 According to 
Goffman, most people deploy significant efforts to control or manage their 
identity (or the perception thereof) through what he called “presentation 
of self.” Offline that is achieved by way of personal style, dress, body lan-
guage and “the revealing and withholding of personal information to con-
vey to the world who they are, or who they want to be taken to be.”41 

      
Courts, Litigants, and the Digital Age: Law, Ethics, and Practice, 2nd ed (Toronto: Irwin 
Law, 2016) at 13 [Eltis, Courts]. 

36   Erving Goffman, Stigma: Notes on the Management of Spoiled Identity, (Englewood 
Cliffs, NJ: Prentice-Hall, 1963) at 130 [Goffman]. 

37   See e.g. Sarah Lyall, “For $1,000, Site Lets Celebrities Say It Ain’t So”, The New York 
Times (27 March 2011), online: <www.nytimes.com/2011/03/28/world/europe>, archived 
at https://perma.cc/PG5Y-FR3C. 

38   Paul M Schwartz, “Internet Privacy and the State” (2000) 32:3 Conn L Rev 815 at 820. 
See also Whitman, supra note 22 (“[t]he idea that privacy is really about the control of 
one’s public image has long appealed to the most philosophically sophisticated Ameri-
can commentators, from Alan Westin, to Charles Fried, to Jeffrey Rosen, to Thomas 
Nagel” at 1167). For a different view, see Anita L Allen, “Privacy-as-Data Control: Con-
ceptual, Practical, and Moral Limits of the Paradigm” (2000) 32:3 Conn L Rev 861.  

39   Joshua A T Fairfield & Christoph Engel, “Privacy as a Public Good” (2015) 65:3 Duke 
LJ 385 at 408.  

40   Goffman, supra note 36 at 130.  
41   Ibid.  
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 This is not so in cyberspace. Accuracy, especially that relating to iden-
tity, is significantly contextual in a fragmented, inherently decontextual-
ized networked environment. In cyberspace, depending on algorithm re-
sults, even otherwise exact information can easily convey a most mislead-
ing impression. Worse still, search results may yield maliciously stage-
managed data that is otherwise “accurate.” Similarly, time-tested truths 
may be presented alongside blatant falsehoods to the point of being indis-
tinguishable from one another.42 
 Given the nature of the digital environment, the end-result might well 
be to bring individuals into disrepute — not for a finite period or in a 
manner that might be corrected with reasonable effort. Worse still, an 
unassailable version of one’s identity, entirely incompatible with one’s one 
truth (or perhaps even “the truth”), might emerge and become entrenched 
as public record, upon which future thought is built. This entrenchment in 
the public record reflects what Goffman calls “virtual and actual social 
identity.”43 An individual might thus, in Goffman’s words (discussing 
stigma more generally), be “reduced in our minds from a whole and usual 
person to a tainted, discounted one.”44 What is more, identity, which 
Michel Foucault presented as a flexible construct,45 is no longer (or is cer-
tainly less) malleable when perceived by others, as we become trapped in 
our deeds or even in the self-presentation of years past.46 The capacity to 
reinvent oneself is therefore presumably either lost or severely compro-
mised. Identity and its potential evolution is frozen in time, decontextual-
ized, or in Goffman’s parlance “spoiled.”47 

D. A Purposive Construction of Defamation in the Digital Age Informed by 
Comparative Approaches 

 As noted, defamation law endeavours to protect reputation and to 
reach a fragile equilibrium between two constitutionally protected values: 
freedom of expression on the one hand and privacy (and dignity) on the 

                                                  
42   See e.g. goodaletv, “DIGITAL AGE - When Should The First Amendment Lose? - An-

thony Lewis. May 18, 2008” (16 July 2009), online: <www.youtube.com/watch?v= 
RxHExkcWKFo>. 

43   Goffman, supra note 36 at 2–3. 
44   Ibid at 3. 
45   See Michel Foucault, Language, Counter-Memory, Practice, translated by Donald F 

Bouchard & Sherry Simon (Ithaca: Cornell University Press, 1977) at 113. 
46   The New York Times has called this “the end of forgetting.” See Jeffrey Rosen, “The 

Web Means the End of Forgetting”, The New York Times (21 July 2010), online: 
<www.nytimes.com/2010/07/25/magazine/25privacy-t2>, archived at https://perma.cc/ 
G9PL-CHY6. 

47   Goffman, supra note 36 at 71. 
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other, broadly speaking. As the Supreme Court of Canada clarified in 
Prud’homme: “freedom of speech is not absolute. It is limited by, inter 
alia, the requirements imposed by other people’s right to the protection of 
their reputation.”48 Consequently, the rules of civil liability that apply to 
cases of alleged defamation act, in the Court’s words, as a “safety valve” to 
stop those who would take advantage of, and abuse, freedom of expression 
in order to defile another’s reputation, itself a fundamental attribute of 
personality rights per the civilian perspective.  
 Recent years have seen a convergence between legal systems, thereby 
rendering comparative analysis more attractive than ever. Thus, as Jus-
tice Dov Levin, formerly of the Supreme Court of Israel, observes: 

systems faithful to the Common Law tradition, based on the adver-
sarial system, appear less “adversarial” then they were, whereas the 
supposedly inquisitorial Civil Law systems have lost some of their 
“inquisitorial” character. Judges too travel more and more, thereby 
allowing them to interact with their counterparts internationally 
and familiarize themselves with judicial training methods used 
abroad- models, which often differ from country to country. More 
and more, judges communicate via judicial exchange programs. 
Moreover, international conferences are becoming increasingly 
prevalent, particularly regionally, with the objective of advancing 
and improving judicial training techniques and achieving a certain 
degree of harmony between the various approaches.49  

 Cross-pollination of systems, or—at the very least—comparative anal-
ysis, is natural here in Canada, home to a meeting of two great legal tra-
ditions in the western world.50 Whereas Quebec civil law was traditionally 
heavily influenced by its common law counterpart, the reverse is increas-
ingly—however incrementally and implicitly—true in Canada, as evi-
denced by a number of Supreme Court cases citing the former towards 
evolving the latter.51 

                                                  
48   Prud’homme, supra note 4 at para 43. See generally Kanavaros, supra note 7 (where 

the Superior Court of Quebec grants non-pecuniary damages for suffering stemming 
from reputational harm caused by the media). 

49   On file with author [translated by author].  
50   For a discussion on bijuralism, see generally Albert Breton & Michael Trebilcock, eds, 

Bijuralism: An Economic Approach (Burlington, VT: Ashgate, 2006) (defining bijural-
ism through an economic lens as “the coexistence of two (or more) legal systems or sub-
systems within a broader legal order” at 1). For a discussion of multijuralism, see gen-
erally Albert Breton et al, eds, Multijuralism: Manifestations, Causes, and Consequenc-
es (Farnham: Ashgate, 2009) (defining multijuralism as “the coexistence of systems of 
norms considered binding by a subset of actors” at 1).  

51   See e.g. Bow Valley Husky (Bermuda) Ltd v Saint John Shipbuilding Ltd, [1997] 3 
SCR 1210, 153 DLR (4th) 385. The Court does not explicitly state that the common law 
is evolving towards the civil law, but instead frames the convergence in this case as an 
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 Moreover, it is helpful to have Canadian Charter rights conceived uni-
formly nationwide, all while maintaining the particularities of each tradi-
tion, as Justice Dechamps opined in Crookes v Newton: “[i]n order to give 
guidance, I would prefer to outline a rule that is consistent with the com-
mon law and the civil law of defamation and that will also accommodate 
future developments in Internet law.”52 
 Coherence and flexibility are of the essence and the civilian approach 
has always prided itself on malleable, adaptable principles rather than 
pigeonholed categories.53 It is therefore all the more fitting for Canadian 
jurisdictions such as Ontario to seek out inspiration from sister provinces 
for defamation renewal. Particularly instructive is the civil law view of 
reasonable truthfulness as “the Internet has a distinctive capacity...to 
cause instantaneous, and irreparable, damage to the business reputation 
of an individual or corporation by reason of its interactive and globally all-
pervasive nature and the characteristics of Internet communications”.54 

II. The Civil Law View  

A. A Word on the Civilian Understanding of Reputational Privacy 

 Broadly speaking, civilian privacy generally and reputational privacy 
as an aspect thereof are matters of affirmative rights, and consist of two 
parts. First, privacy can be conceived of as the right to engage in individ-
ual self-definition and self-invention, rather than a right to be secluded or 
free from surveillance. Second, adopting civilian parlance, which corre-
lates rights with duties, privacy is also the responsibility not to unneces-
sarily compromise one’s own information in the naïve hope that the in-
formation will not be misused. 
 Furthermore, in the civilian tradition, privacy is considered to be a 
“personality right,” a concept alien to the common law.55 Therefore, in civil 
      

“incremental change” in the common law’s development. In practice, however, the 
framework is moving towards the civil law. 

52   2011 SCC 47 at para 57, [2011] 3 SCR 269 [Crookes].   
53   See Florence Fortier-Landry, La diffamation sur Internet: Actualiser la responsabilité 

en droit civil et en common law au Canada (LLM Thesis, Université de Montréal Facul-
té de droit, 2013) [unpublished] at 56. See generally John Brierley & Roderick Macdon-
ald, eds, Quebec Civil Law: An Introduction to Quebec Private Law (Toronto: Edmond 
Montgomery, 1993). 

54   Barrick Gold, supra note 3 at para 44. 
55   For a discussion of the many other differences that exist between the French and Ger-

man concepts of privacy and dignity, and personality rights generally, compare Adrian 
Popovici, “Personality Rights—A Civil Law Concept” (2004) 50:2 Loy L Rev 349 (dis-
cussing the French approach), with Edward J Eberle, “Human Dignity, Privacy, and 
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law jurisdictions, privacy attaches to persons rather than property, irre-
spective of property or special constraints.56 In other words, “[p]ersonality 
rights focus on the être—the being—in contrast with the avoir—the hav-
ing” and are significantly divorced from territory”.57 Privacy, as a person-
ality right, is predicated on dignity and control of one’s identity.58 For ex-
ample, article 2 of the Basic Law for the Federal Republic of Germany 
provides that: “everyone shall have the right to the free development of 
his personality insofar as he does not violate the rights of others or offend 
against the constitutional order or against morality.”59 In the privacy con-
text, the concept of dignity in Germany is encompassed within “the right 
to the free unfolding of personality.”60 In Quebec, personality rights are 
enshrined in articles 3 to 5 and 35 to 41 of the CCQ, which explicitly rec-
ognizes the right to reputational privacy and enumerates examples of vio-
lations.61 Personality rights are also reflected in articles 4 and 5 of the 
Quebec Charter. 
 While very important differences exist between the approaches dis-
cussed above, conceiving of the right to privacy as a personality right, free 
of spatial or property constraints, generally allows the civilian legal meth-
      

Personality in German and American Constitutional Law”(1997) 4 Utah L Rev 963 
(“German personality law is thus a creature of the Constitutional Court, as rights of 
privacy are of the Supreme Court” at 979).  

56   See generally Popovici, supra note 55; Eberle, supra note 55 (writing in the context of 
German law).  

57   Popovici, supra note 55 at 352. 
58   See generally Eberle, supra note 55 (writing in the context of German law). 
59   Grundgesetz für die Bundesrepublik Deutschland (Basic Law), 23 May 1949, BGBL I 

(Ger), art 2.  
60   Eberle, supra note 55 at 966. 
61   See discussion of above cited articles by former Privacy Commissioner Jennifer 

Stoddart, “Developing a Canadian Approach to Privacy” (The 2004 Isaac Pitblado Lec-
tures delivered at Winnipeg, Manitoba, 19 November 2004), online: <www.priv.gc.ca/ 
en/opc-news/speeches/2004/sp-d_041119>, archived at https://perma.cc/R3MR-LVN5, 
urging common law provinces to look to the civil law for extending privacy reputational 
rights in a manner similar to personality rights:  

Article 3 states that every person is the holder of personality rights, includ-
ing the right to integrity of his person and the right to the respect of his 
name, reputation and privacy. Article 35 elaborates on the rights to respect of 
reputation and privacy. No one may invade the privacy of a person without 
the consent of the person, unless authorized by law. Article 36 specifies the 
actions that can be considered invasions of privacy. These include keeping a 
person’s private life under observation by any means. Article 37 requires that 
every person who establishes a file on another person must have a serious 
and legitimate reason for doing so. The Québec Charter states that every per-
son has a right to respect for his private life. Any unlawful interference ena-
bles the victim to obtain the cessation of such interference and compensation 
for the moral or material prejudice resulting from the act. 
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od to grasp privacy as a zone of intimacy delineated by the basic needs of 
personhood, rather than by space or ownership. In effect, “personality al-
lows one to define oneself in relation to society”62 and can, therefore, be a 
very important “impression management” tool in the Internet age due to 
the difficulties set out herein. As Resta observes more generally: 

In Continental Europe, by contrast [to the common law world], the 
evolution [of privacy] has been different. Instead of breaking up the 
traditional category of personality rights, courts have resorted to 
techniques of dynamic interpretation to adapt old provisions on 
name, image and privacy rights to changing social and economic 
landscapes. They have favoured, in other words, a functional evolu-
tion (Funktionswandlung) of the category of personality rights, ra-
ther than a radical paradigm shift, like the one implied in the recog-
nition of a full-scale intellectual property right in one’s own identity. 
It should be underlined that this development has been feasible only 
because the continental law of personality has—from the very be-
ginning—maintained a deeper and more ambiguous connection with 
the universe of property rights than a Warren’s style right to priva-
cy... At stake in these cases was the value of autonomy, which lies at 
the core of the continental system of personality protection.63 

 Returning to above-referenced duties, as Popovici opines: “personality 
rights, as subjective rights, comprise both an active and corresponding 
passive side. The active side is the ‘power’ of the right’s holder over the ob-
ject of the right; the passive side is the ‘duty’ of others to respect this very 
same object.”64 This becomes particularly relevant in Part III, discussing 
intermediary liability.  

B. From the General to the Specific  

 With particular regard to defamation, the Quebec “hybrid” approach, 
anchored in French law but heavily influenced by its common law coun-
terparts, may be summarized thusly: defamation, or diffamation, in Que-
bec, as in the civilian tradition more broadly, is subsumed within the gen-
eral realm of civil liability under the “catch all” negligence provision, arti-
cle 1457 CCQ. Diffamation is therefore not a separate civil delict with dis-
tinct rules and defences as in the common law tradition, where headings 
are compartmentalized.  
 Article 1457 lays out a tripartite requirement of fault, injury and cau-
sation that must be proven by the plaintiff on a balance of probabilities. 
                                                  

62   See Eberle, supra note 55 at 980. 
63   Giorgio Resta, “The New Frontiers of Personality Rights and the Problem of Commodi-

fication: European and Comparative Perspectives” (2011) 26 Tul Eur & Civ LF 33 
at 49–50 [footnotes omitted]. 

64   Popovici, supra note 55 at 354. 



570    (2018) 63:3&4   MCGILL LAW JOURNAL — REVUE DE DROIT DE MCGILL 
 
The standard for fault is that of the “reasonable person” assessed contex-
tually. Article 1457 imposes a duty of reasonable conduct onto every per-
son, thereby doing away with any need for classic common law “duty 
analysis” (i.e., determining whether a duty was owed by the defendant to 
the specific plaintiff). Instead, the breach of this general overarching duty 
to act reasonably, assessed by an objective standard, applies to all. The 
breach (either through commission or omission) thereof constitutes a 
fault, which if causally linked to injury (pecuniary and/or non-pecuniary) 
gives rise to damages. As a general rule, article 1457 CCQ provides that 
the tortfeasor is held to repair all “bodily, material and moral” injury at-
tributable to him. Finally, as the proximity requirement is alien to the civ-
il law and a broad duty of care is owed to all, rather than a specific 
“neighbour,” recognizing a broad category of potential claimants appears 
to pose few difficulties. 
 Within this general mechanism of civil responsibility, defamation 
“constitutes one of the most frequent and most serious breaches of the ob-
ligation to respect the reputation of others.”65 Because reputation is also 
protected by the Quebec Charter, infringing thereupon may entitle the 
causally injured plaintiff to both ordinary and punitive damages under 
section 49 of the Quebec Charter (in combination with article 1621 
CCQ).66 What is more, under Quebec civil law, unlike its common law 
counterparts, these damages may be awarded in a broader range of cir-
cumstances: the question is not whether the defamatory statements are 
true or false but rather whether expressing them under the circumstances 
would unreasonably bring the plaintiff into disrepute according to an ob-
jective standard.67 Accordingly, for example, it may be unreasonable to re-
port an extramarital affair of a colleague on a social network, even if it did 
in fact occur, given the disastrous potential associated with such an an-
nouncement, unless circumstances dictate otherwise. 
 It bears repeating, truth is not a determining factor.68 Perhaps sur-
prisingly to common law readers, a lie, reasonably told in the circum-
stances, does not meet the defamation threshold while truth, unreasona-
bly disclosed publicly, thereby causing harm to reputation, does meet the 

                                                  
65   Nicole Vallières, La presse et la diffamation (Montreal: Wilson & Lafleur, 1985) [tran-

slated by author] (“[l]a diffamation constitue l’un des manquements les plus fréquents 
et les plus graves à [l’obligation] de respect envers la réputation des autres” at 6). 

66   See e.g. Kanavaros, supra note 7 at paras 71–74. 
67   See e.g. Néron, supra note 4, regarding the objective standard. 
68   See e.g. Société Radio-Canada c Radio Sept-Îles Inc, [1994] RJQ 1811, 1994 Can-

LII 5883 (“[à] l’inverse, la communication d’une information même vraie peut parfois 
engager la responsabilité civile de son auteur” at 1818–19).  
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threshold. Thus, for instance, in Piquemal c. Cassivi-Lefebvre the Quebec 
Court of Appeal reiterates:  

The impugned facts can be false or true. If they are false, the author 
is liable; if, on the other hand, they are true, the author may similar-
ly be held liable if he did not have a duty or a serious, legitimate in-
terest in reporting/disclosing these facts. I add that, if the author has 
a duty or a serious and legitimate interest in reporting the facts, 
whether he felt any degree of satisfaction in so doing is irrelevant 
[for purposes of determining fault].69 

 So too in Laforest c. Collins,70 where the Superior Court of Quebec con-
firmed that the mere fact that impugned statements are believed to be 
true does not mitigate liability for comments expressed unreasonably and 
thereby causing reputational harm.71 

                                                  
69   Piquemal c Murielle Cassivi-Lefebvre, 1997 CanLII 10603 (QCCA), 1997 CarswellQue 

314 (WL Can) [translated by author] (“[l]es faits rapportés par l’auteur peuvent être 
faux ou vrais. S’ils sont faux, il y a responsabilité; s’ils sont vrais, il y a également res-
ponsabilité dans le cas où l’auteur n’avait pas un devoir ou un intérêt sérieux et légi-
time de les rapporter...J’ajoute que, si l’auteur a un devoir ou un intérêt sérieux et légi-
time de rapporter des faits, il est non pertinent de savoir si, ce faisant, il éprouve de la 
satisfaction” at 6). 

70   Laforest c Collins, 2012 QCCS 3078, [2012] JQ no 6417 [Laforest]. The Supreme Court 
neatly summarized the state of law and in the case of Prud’homme, supra note 5, reaf-
firming the Civil Law view of defamation at paras 35–37:  

The first is an act in which the defendant, knowingly, in bad faith, with in-
tent to harm, attacks the reputation of the victim and tries to ridicule or hu-
miliate him or her, expose the victim to the hatred or contempt of the public 
or a group. The second results from conduct in which there is no intent to 
harm, but in which the defendant has nonetheless interfered with the repu-
tation of the victim through the defendant’s temerity, negligence, imperti-
nence or carelessness. Both kinds of conduct constitute a civil fault and enti-
tle the victim to reparation, and there is no difference between them in terms 
of the right. In other words, we must refer to the ordinary rules of civil liabil-
ity and resolutely abandon the false idea that defamation is only the result of 
an act of bad faith where there was intent to harm. 
Based on the description of these two types of conduct, we can identify three 
situations in which a person who made defamatory remarks could be civilly 
liable. The first occurs when a person makes unpleasant remarks about a 
third party, knowing them to be false. Such remarks could only have been 
made maliciously, with the intention to harm another person. The second 
situation occurs when a person spreads unpleasant things about someone 
else when he or she should have known them to be false. A reasonable person 
will generally refrain from giving out unfavourable information about other 
people if he or she has reason to doubt the truth of the information. The third 
case, which is often forgotten, is the case of a scandalmonger who makes un-
favourable but true statements about another person without any valid rea-
son for doing so. 

71   See Laforest, supra note 70 at paras 91–93. See e.g. Prud’homme c Rawdon, 2010 
QCCA 584, [2010] RRA 267 [Rawdon]. 
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C. Context  

 What is determinative, therefore, is neither truth nor public interest 
as independent determining elements, but rather context. Context is im-
portant to strike the proper balance between freedom of expression and 
the protection of reputation (under the overarching Charter values of hu-
man dignity and privacy as above noted72) in the Internet information 
context. We are, as Solove sets out, “drenched in data” and the “digital 
scarlet letter”73 can forever follow the subject of defamatory expression. 
 In his edifying critique, Robert Danay faults common law defamation 
for “repeatedly equating” the Internet with “traditional broadcast media” 
notwithstanding significant differences and accordingly failing to strike 
the correct balance between the above-cited values.74 While a full discus-
sion of this critique exceeds the scope of this endeavour, Danay further 
impugns the outdated approach to defences observing that  

the medium of an allegedly defamatory communication has always 
been—and indeed continues to be one of the most important deter-
minants of how a plaintiff in a common law defamation action will 
fare in meeting the requisite elements of the tort, fending off any de-
fences that the defendant might raise, and collecting a significant 
damage award at the close of proceedings... 

Canadian courts have seemed to view their role in cyber-libel actions 
as that of a final bulwark against the defamatory excesses of those 
members of the general public who might abuse the tremendous new 
power entrusted to them by the Internet. This has led the courts to 
hold that when defamatory words are transmitted using the Inter-
net, the availability of any qualified privilege that would otherwise 
have immunized the defendant from liability under traditional def-
amation principles will be vitiated, and will substantially increase 
any resulting award of damages... 

By treating the vast and diverse world of Internet communications 
as an undifferentiated and uniformly menacing whole, the courts 
improperly favour plaintiffs in most cyber-libel cases to the detri-
ment of vibrant online free expression, and devalue individual digni-
ty and reputation in cases involving other, less-feared media.75 

It naturally follows that context is key. Accordingly, in Prud’homme, Jus-
tices L’Heureux-Dubé and Lebel remark: 

[t]his is not to say that whether the statements were true or of public 
interest is irrelevant. Truth and public interest are factors that are 
taken into account when engaging in the global contextual evalua-

                                                  
72   See Hill, supra note 19 at 120–21. 
73   Solove, supra note 1 at 94. 
74   Danay, supra note 14 at 1. 
75   Ibid at 4–5. 
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tion of fault under the CCQ. They are but pertinent examples in the 
puzzle but do not necessarily play a determining role in all circum-
stances.76  

 Unlike the common law, Quebec civil law does not, strictly speaking, 
recognize any defences to defamation, other than the absence of fault or 
causation. This is a relatively recent state of affairs following many years 
of confusion due to the historically prevalent common law influence on 
Quebec civil law, as common law defences were routinely—albeit errone-
ously—raised (and often times accepted) by Quebec courts. Since Pru-
dhomme and Néron, courts have clarified the distinct approach, and the 
practical result of this distinction is as follows: the Quebec approach may 
at times consider defences of common law ilk as “part of the puzzle”, 
though not in a determinant manner, and lends itself particularly well to 
digital age. This is because, as the above noted examples illustrate, when 
truthful comments are decontextualized, misread, and widely disseminat-
ed via the Internet, they can be just as harmful as lies.77 

1. An Affirmative Duty to Take Reasonable Precautions 

 It may further be said that in the Internet age, a reasonable person, 
cognizant of the “volatile” nature of social media (including but not limited 
to the potential of instantaneous worldwide dissimilation with difficult re-
call), must take reasonable precautions to avoid forever tarnishing anoth-
er’s reputation lest he be held liable for defamation (negligent breach the 
general duty enshrined in 1457).78 In consequence, civilian reasoning fore-
sees that a reasonable person would not in most circumstances dissemi-
nate even true information that is expected to cause reputational harm in 
the delicate Internet context. Needless to say, he who purposefully sets 
                                                  

76   Prud’homme, supra note 5 para 83. The quoted text is preceded by the following exhor-
tation: “it is important to note that the respondents’ statement must be considered in 
context and in its entirety. The general impression that it conveys must govern in de-
termining whether a fault was committed.” Thus, it is insufficient for the determination 
of fault to focus merely on the veracity of the content of the January 12th report. One 
must look globally at the tenor of the broadcast, the way it was conducted and the con-
text surrounding it” (ibid). This passage was cited with approval by Lebel, J in Néron, 
supra note 4 at paras 59–60. The simple, straight-forward standard, contextually as-
sessed, has in the past been “corrupted” by common law principles that crept into the 
jurisprudence, which can create unfortunate confusion as to the coherence of their civil 
law analysis, see e.g. Lapierre c Sormany, 2012 QCCS 4190 at paras 106–09, 2012 Car-
swellQue 9061 (WL Can) [Lapierre].  

77   See generally Eltis, “Piecing Together”, supra note 25.  
78   See Bou Malhab v Diffusion Métromédia CMR, 2011 SCC 9 at paras 18–19, 25, [2011] 1 

SCR 214; Hébert c Desautels, [1971] CA 285 (QL) at para 291, AZ-71011084 (Azimut); 
Jean-Louis Baudouin & Patrice Deslauriers, La responsabilité civile, 7th ed, vol 1 
(Cowansville, Que: Yvon Blais, 2007) at 262–68 [Baudouin & Deslauriers]. See e.g. La-
pierre, supra note 76 at para 199. 
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out to tarnish another’s reputation will a fortiori be judged unreasonable 
and indeed held liable should this conduct be found to have directly en-
gendered reputational harm.79 For purposes of determining fault, the rep-
utational impact—unlike the conduct itself—is assessed from plaintiff’s 
perspective, once fault (of omission or commission) and causal link have 
been established. 

D. Damages  

 While a thorough discussion of damages is beyond the scope of this 
paper, a few words in summary are helpful. The Quebec approach to 
damages in the defamation context is relatively similar to the Common 
Law’s, save the willingness to compensate purely emotional harm and any 
third party who satisfies the tripartite inquiry, irrespective of remoteness. 
In terms of assessing damages, Quebec courts proffer a number of recur-
ring criteria, namely: 
 1)  the intrinsic severity of the defamatory act/ statement  
 2)  its particular scope in relation to the victim (subjective element in 

terms of impact); 
 3)  the extent/ significance of its publication;  
 4)  the sort of individuals who gained knowledge thereof and the im-

pact that these defamatory statements may have had on their im-
pression of the plaintiff;  

 5)  The degree of lowering in esteem as compared to prior status; 
 6)  The reasonably foreseeable eventual and projected duration of the 

damages and disrepute caused; 
 7)  Duty to mitigate: the victim’s contribution to their own damages; 
 8)  The external circumstances that may have independently proba-

bly caused damages, independent of the alleged fault, thereby con-
tributing independently at least in part to the damages.80 

                                                  
79   See Baudouin & Deslauriers, supra note 78 (“[p]our que la diffamation donne ouverture 

à une action en dommages-intérêts, son auteur doit avoir commis une faute [qui] peut 
résulter de deux genres de conduite [dont] celle où le défendeur, sciemment, de mau-
vaise foi, avec intention de nuire, s’attaque à la réputation de la victime et cherche à la 
ridiculiser, à l’humilier, à l’exposer à la haine ou au mépris du public ou d’un groupe” 
at 262–64).  

80   Corriveau c Canoe Inc, 2010 QCCS 3396 at para 110, [2010] RRA 715 [Corriveau]. 
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III.  Matters of Falsity and Context/Doing Away with “Unreasonable 
Truth” in the Digital Age? A Recommendation 

 Mark Twain is reputed (perhaps incorrectly) to have observed that “a 
lie can make its way halfway around the world before the truth has a 
chance to put its boots on.”81 This statement rings true in the digital age 
when: 

[c]ommunication via the Internet is instantaneous, seamless, inter-
active, blunt, borderless and far-reaching. It is also impersonal, and 
the anonymous nature of such communications may itself create a 
greater risk that the defamatory remarks are believed...82  

And yet, common law defamation analysis “is [still] premised on falsi-
ty...It therefore bears only a passing relationship to an individual’s inter-
est in preserving his private life, or more specifically, in keeping certain 
true aspects of his life within the private realm.”83 As Kary explained 
years ago, incredulously to civilian ears:  

[t]ruth is an absolute defence to a defamation claim in the common 
law. If the defendant can prove that the statement was true, the 
lawsuit fails. Justifiable error or innocent mistakes, however, are not 
excuses. No matter how reasonable it may have been to believe in 
the truth of the statement, one will be liable if it turns out to have 
been false.84 

That is problematic, since “English defamation can justifiably be said no 
longer to protect reputation in the wider sense of fama, i.e. whether justi-
fied or not, but rather deserved reputation, sometimes also called ‘reputa-
tion founded in character.’” In turn, this evolution transformed the com-
mon law of defamation into something quite different from Roman iniuria. 
The focus shifted from the protection against insulting or outrageous 
words to something akin to a right not to be lied about.85  

                                                  
81   The quotation is most commonly attributed to Mark Twain, although as the New York 

Times recently reported its actual (lesser known) source may actually have been Jona-
than Swift. See Niraj Chokshi, “That Wasn’t Mark Twain: How a Misquotation is 
Born”, New York Times (26 April 2017), online: <www.nytimes.com/2017/04/26/ 
books/famous-misquotations>, archived at https://perma.cc/UX6K-GKQS. 

82   Barrick, supra note 3 at para 31. 
83   John D R Craig, “Invasion of Privacy and Charter Values: The Common-Law Tort 

Awakens” (1997) 42:2 McGill LJ 355 at 366.  
84   Joseph Kary, “The Constitutionalization of Quebec Libel Law” (2004) 42:2 Osgoode Hall 

LJ 229 at 233. 
85   See e.g. Eric Descheemaeker, “‘Veritas non est defamatio’? Truth as a Defence in the 

Law of Defamation” (2011) 31:1 Leg Stud 1 at 8–20; Austl, Commonwealth, Law Re-
form Commission, Defamation (Report 11) (Sydney: Law Reform Commission, 1971), 
Appendix D (the idea was most succinctly encapsulated by the New South Wales Law 
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 Perhaps the time has come to give Cyber libel “special status” as in the 
civil law, whereby truth is not a determinant element but rather a “piece” 
in the proverbial puzzle (as above stated), assessed contextually.86 In a 
word, “responsible communication” as a standard of conduct rather than 
as a mere defence. Accordingly, the burden firmly affixes to the plaintiff to 
show negligence (omission or commission) on a balance of probabilities, 
rather than compelling the defendant to assert reasonableness in her de-
fence, possibly an undue burden on Canadian Charter rights.  

A. A Word on Anonymity and Defamation 

 In R v. Spencer, the Supreme Court of Canada, under the pen of Jus-
tice Cromwell, explicitly recognized anonymity as a necessary component 
of modern Charter privacy for the first time.87 Although handed down in 
the criminal law context, it stands to reason that this landmark recogni-
tion builds on AB v. Bragg, where the Court came alive to the importance 
of protecting anonymity in certain circumstances.88  
 Perhaps reflecting the aforementioned need to restore context to the 
digital realm, Justice Cromwell underscored that the analysis pertaining 
to informational privacy must address the totality of the circumstances. 
Consequently, while “anonymity may, depending on the totality of the cir-
cumstances, be the foundation of a privacy interest that engages constitu-
tional protection,”89 given its relevance to personal growth and dignity, it 
might also do the exact opposite.  
 Cognizant of these complications and of their potential to undermine 
justice and render the domestic regime ineffectual, Justice Rochon offered 
in Rawdon that “[n]ot all forms of expression merit the same protection.”90 
Rather, he said that exceptional remedies aimed at unmasking anony-

      
Reform Commission, arguing that “gratuitous destruction of reputation is wrong, even 
if the matter published is true” at para 64). 

86   See generally Barrick, supra note 3 (Justice Blair distinguished reputational damages 
from traditional defamation stating that “[the trial judge] failed to take into account the 
distinctive capacity of the Internet to cause instantaneous, and irreparable, damage to 
the business reputation of an individual or corporation by reason of its interactive and 
globally all-pervasive nature and the characteristics of Internet communica-
tions” at para 44). 

87   Spencer, supra note 13 at paras 41–51. 
88   See Eltis, “Breaking Through the ‘Tower of Babel”, supra note 35 at ch 3.  
89   Spencer, supra note 13 at para 48 (note that this idea occurs in the criminal context, 

discussing an accused’s protection “against unreasonable search and seizure”). 
90   Rawdon, supra note 71 at para 53 [translated by author]. 
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mous defendants need to be carefully tailored or “chiseled” to the circum-
stances.91 
 As commentator Michaël Poutré observes “it is the combination of 
anonymous insults which seems most problematic.”92 This is a classic sce-
nario in the defamation context. In consequence, Poutré proposes that we 
only address the impact of anonymity after having established fault (the 
defamatory character of the expression). He cautions, anonymity per se 
cannot constitute or indicate fault. Accordingly, he puts forward: “it is 
best to broadly interpret the protection favoring anonymity and limit its 
scope thereafter...anonymity can subsequently be sanctioned when it is 
misused.”93 
 That approach, involving an independent assessment helping to dis-
tinguish defamatory speech as an exception to the general rule protecting 
freedom of expression, as discussed below, comports with addressing the 
serious issues related to the thorny implications for members of vulnera-
ble populations in particular (for example historically targeted minorities, 
political objectors, LGBTQ community members, etc.).94  

                                                  
91   While it is beyond the scope of this paper to discuss these considerations in detail, see 

Rawdon, supra note 71 at paras 72–74. 
92   Michaël Poutré, “Diffamation et anonymat” (“[c]’est la combinaison insultes-anonymat 

qui semble choquer le plus” at 11) [translated by author], online: <doc-
player.fr/15157109-Diffamation-et-anonymat-michael-poutre-introduction-1-partie-i-
un-concept-fondamental-a-la-democratie-la-liberte-d-expression.html>. 

93   Ibid (“[v]aut mieux donner une portée la plus large possible à la protection, et res-
treindre ou en limiter l’étendue a posteriori. ... [L]es difficultés techniques que peut po-
ser l’anonymat sur Internet demandent plutôt de trouver des moyens pour sanctionner 
l’anonymat lorsqu’il est utilisé à des fins malveillantes” at 12) [translated by author]. 

94   See e.g. Amanda Holpuch, “Native American Activist to Sue Facebook Site’s ‘Real 
Name’ Policy”, The Guardian (19 February 2015), online: <www.theguardian.com/ 
technology/2015/feb/19/native-american-activist-facebook-lawsuit-real-name>, archived 
at https://perma.cc/4PVV-QEM8; Ellen Moll “What’s in a Nym? Gender, Race, Pseudo-
nymity, and the Imagining of the Online Persona” (2014) 17:3 J Media & Culture (“Sa-
rah Sokely writes: ‘As a woman who’s written about feminism online and received 
anonymous hatemail and death threats for doing so, I would like to preserve my right to 
post under a pseudonym to keep myself safe in the real world and if I choose, so I’m not 
identified as a woman online in places where it might not be safe to do so. [...] I don’t be-
lieve that getting rid of anonymity online will stop bad behaviour like the abuse and 
death threats I’ve received. I do think that getting rid of anonymity and pseudonymity 
online will make it easier for people like myself to become targets of abuse and poten-
tially put us in danger.’ Note that these comments suggest that simply being a woman 
or member of any kind of minority may make one a target of harassment. Also notice 
that these comments tend to frame real name policies as an expression of the privi-
leged—real name policies only appear innocuous because of the assumption that the 
experiences of financially privileged English-speaking white men are universal, and 
that knowledge of the experiences of marginalised groups is not necessary to design 
safe and effective policies for consumers of technology. According to feminist blogger cri-
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 Whereas a more fulsome discussion of the significant issues attaching 
to and flowing from emerging anonymity rights far exceeds the scope of 
this modest endeavour, cyber defamation, along many related areas of 
“Internet law” cry out for a robust exchange on point. 

B. Intermediaries: Affirmative Duties as Corollaries to Rights 

 Whereas the same robust exchange is imperative as it pertains to the 
role of intermediaries and jurisdictions, the scope of this present endeav-
our permits us only to say this: it is incumbent upon us to reassess third-
party liability in the defamation context in light of worldwide access to In-
ternet communications.  
 Suffice it merely to note that, broadly speaking, civilian privacy is a 
matter of affirmative rights, and consists of two parts. First, privacy, a 
personality right, can be conceived as the right to engage in individual 
self-definition and self-invention, rather than a right to be secluded or free 
from surveillance.95 Second, adopting civilian parlance, which correlates 
rights with duties, privacy is also the responsibility not to unreasonably 
compromise one’s own information or that of another in the naïve hope 
that the information will not be misused. 
 For instance, in Corriveau c. Canoe inc.96, the Superior Court of Que-
bec analogized an online news source to a broadcaster, holding it respon-
sible for its failure to remove defamatory comments that appeared on an 
independently-run blog it hosted. The defamatory comments were posted 
on the blog by members of the public in response to the blog manager’s 
provocative invitation to discuss the plaintiff’s activities as a lawyer. Ca-
noe had agreed with the blog manager to take sole responsibility for com-
pliance with its own internal by-laws respecting defamatory content. The 
court interpreted this agreement as the website reserving the right to 
make editorial choices about its hosted content. The court’s decision to 
hold the website responsible recognized that some online intermediaries 
have an obligation to take reasonable steps to suppress the defamatory 

      
tiques of real name policies, it is this privilege that assumes that those using pseudo-
nyms are the “‘Others’” that decent people must be protected from, instead of examining 
the possibility that those using the pseudonyms might be the ones in danger” at 2). 

95   See generally Pierre Trudel, “Le droit de la personne sur son image” in Vincent Gau-
trais, Catherine Régis, Laurence Largenté et al, eds, Mélanges en l’honneur du profes-
seur Patrick A. Molinari (Montréal: Éditions Thémis, 2018) 353; Patrick A Molinari & 
Pierre Trudel, “Le droit au respect de l’honneur, de la réputation et de la vie privée: As-
pects généraux et application”, in Formation Permanente, Barreau du Québec, Applica-
tion des Chartes des droits et libertés en matière civile, (Cowansville, Que: Éditions Yvon 
Blais, 1988). 

96   Supra note 80. 
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content they host, even if they are not directly responsible for its initial 
publication. That said, oversight, perhaps best embedded in the process, 
might be a necessary corollary to such obligations.  
 Even in the common law world, courts are more recently inclined to 
hold intermediaries liable based on what this paper labels “contextual 
control”. In other words, knowingly publishing defamatory material de-
spite explicit and verified requests to investigate/suppress such materials. 
For instance, consider the case of Duffy v. Google97 where, citing the Ca-
nadian case of Crookes v. Newton,98 the Supreme Court of South Australia 
found that Google was a publisher of, and therefore potentially liable for, 
defamatory content published in search results, auto-complete sugges-
tions and even third-party websites to which it provides linked search re-
sults.99 In Duffy, the plaintiff Dr. Duffy had discovered that excerpts of 
professionally defamatory material had become especially and immediate-
ly visible via Google searches, which not only displayed this material 
whenever her name was searched but that the algorithm even suggested 
derogatory terms when her name was searched, using auto-complete (e.g., 
“Janice Duffy Psychic Stalker”). 
 She complained vociferously but the intermediary to her account fell 
short of taking the necessary steps. Rather than attempt to sue the multi-
ple and geographically diverse sources of communication (presumably in 
light of the difficulties associated with both anonymity and jurisdictional 

                                                  
97   [2015] SASC 170, (2015) 125 SASR 437 [Duffy]. 
98   Supra note 52 (where the “Supreme Court of Canada considered that it was critical to 

take into account the text comprising or surrounding a hyperlink to determine whether 
the operator of the website upon which the hyperlink resided was a publisher of the 
material contained on the external webpage to which the hyperlink led. The Court held 
that merely creating a hyperlink without more did not amount to publication of the ma-
terial on the external webpage. The Court also held that the position might be different 
if some text from the external webpage were reproduced, providing the example that 
“[t]his might be found to occur...where a person places a reference in a text that repeats 
defamatory content from a secondary source” at para 40). See also Rebekah Gay & Pe-
ter FitzPatrick, “Duffy v Google: Liability for Statements Made by Third Parties 
Online”, Case Comment, (19 November 2015) Herbert Smith Freehills Legal Briefings, 
online: <www.herbertsmithfreehills.com/latest-thinking/duffy-v-google-liability-for-
statements-made-by-third-parties-online>, archived at https://perma.cc/47ZC-6PXJ 
(“[p]assing on a defamatory representation per se increases the harm caused by the de-
famatory representation whether or not the representation has been adopted by the in-
termediary. It is arguable that consumer harm is only exacerbated only where a third 
party passing on a misleading and deceptive representation itself endorses or adopts 
the representation or appears to do so”).  

99   Natale Ilardo & Scott Traeger, “Duffy v Google: Is This the End of the Internet as We 
Know It?”, Case Comment, (30 October 2015) Lander & Rogers Defamation eBulletin, 
online: <www.landers.com.au/publications/dispute-resolution/duffy-v-google-is-this-the-
end-of-the-internet-as-we-know-it/>, archived at https://perma.cc/FZE3-ZAYS.  
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enforcement), she proceeded to sue the search engine itself, which she 
deemed the publisher of defamatory material. As one commentator 
opined, reflecting the Court’s opinion: 

if Google personnel were made aware of the existence of the defama-
tory website, “snippets” generated by Google’s own software pro-
grams and failed to remove them, their continuing existence thereaf-
ter was the direct result of human action or inaction rather than 
merely the result of machine operation. The same analysis applied 
in respect of the autocomplete suggestions.  

Additionally, in an even more significant finding, [the Court] held 
that as the Google website is programmed to automatically cause the 
user’s web browser to display third party webpages by clicking on 
the relevant hyperlinked search result, Google was also a second-
ary publisher of that [defamatory] webpage if it failed to remove the 
hyperlink after reasonable notice by the person alleged to be de-
famed by it.100  

 With regard to the onerous duty of surveillance, the court proposed 
what this author deems a “contextual control” test. In effect, duties are 
triggered: “upon being notified that a particular website is considered to 
be defamatory, a search engine provider which fails to remove the website 
from its search results within one month, may be held separately liable 
for defamation every time someone clicks on a link to that material from 
the search results.”101 
 Parenthetically, an approach such as this, cognizant of the hardships 
of pursuing individual defamers in the porous and “anonymous” digital 
age, may serve to keep at bay the spread of controversial solutions such as 
the much-criticized “Right to be Forgotten”, which for its part unneces-
sarily infringes upon freedom of expression.102 This is similarly true of a 
liability-based approach popular in Europe post-GDPR, which may unin-
tentionally provide a misbegotten incentive to needlessly suppress more 
speech than minimally necessary by platforms fearful of regulators and 
the gargantuan fines that they impose.103  

                                                  
100  Ibid [parentheses omitted].  
101  Ibid. See also Duffy, supra note 97 at paras 206–10. 
102  See generally Karen Eltis, “The Anglo-American/Continental Privacy Divide? How Ci-

vilian Personality Rights Can Help Reconceptualize the ‘Right to Be Forgotten’ To-
wards Greater Transnational Interoperability” (2016) 94:2 Can Bar Rev 355.  

103  See generally, Daphne Keller, “The Right Tools: Europe’s Intermediary Liability Laws 
and the EU 2016 General Data Protection Regulation” (2018) 33:1 Berkeley Tech LJ 
287; Daphne Keeler, “Don’t Make Google A Censor”, New York Times (12 June 2017), 
online: <www.nytimes.com/2017/06/12/opinion/making-google-the-censor.html>, ar-
chived at https://perma.cc/F65B-WZFG. 
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 Instead, greater equipoise, respectful of the Charter, might be reached 
via a Duffy analysis. Duffy permits seasoned courts of law, rather than 
unaccountable and untrained corporate actors, to adjudicate what materi-
al is truly defamatory and therefore must be deindexed. It does so by 
adopting and explicitly citing the Crookes obiter for when third parties go 
beyond mere hyperlinking. In other words, as the Supreme Court re-
marks in Crookes, there could be liability for intermediaries under differ-
ent facts if the latter goes beyond simply hyperlinking and fails to heed 
reasonable warnings. Pierre Trudel’s description of the underlying ra-
tionale, although offered in a different context and prior to the Duffy rul-
ing, is edifying: 

[t]his reasoning corresponds to the principle advanced by case law in 
several jurisdictions whereby an owner is not, in principle, liable for 
the faults/ misdeeds committed by his tenants. That said, a hotel, for 
its part, that is knowingly at the centre of illicit activities will be lia-
ble for damages caused as would the owner of a website that endors-
es defamatory communications transmitted by its users.104 

IV.  Preliminary Conclusions: Integrating Lessons from the Civil Law 
Approach 

 In her instructive paper on law and technological evolution generally, 
Lyria Bennet Moses explores the merits of revisiting norms in light of 
technological change: “[e]xisting rules were not formulated with new 
technologies in mind. Thus, some rules in their current form inappropri-
ately include or exclude new forms of conduct.”105 This is particularly true 
of defamation, as traditionally conceived at common law. Fundamentally, 
and as previously noted, the common law’s pigeonholed, categorical ap-
proach is problematic in many ways, as the Supreme Court itself recog-
nized in Grant v. Torstar Corp.106 Although it ultimately affirmed the “fa-
miliar categories” and traditional framework,107 the Court significantly 
moved towards what Goffman called a “broader paradigm”,108 attempting 
then to soften notoriously rigid classifications towards greater fairness, 
practicality and with an eye towards striking equilibrium between the 
relevant Charter values. This equilibrium between freedom of expression 
and reputation/reputational privacy in the digital age is precisely our ob-
jective and underlay the thinking animating the foregoing.  

                                                  
104  Trudel, supra note 95 at 11 [translated by author]. 
105  Lyria Bennett Moses, “Why Have a Theory of Law and Technological Change?” (2007) 

8:2 Minn J L Sci & Tech 589 at 595.  
106  2009 SCC 61 at paras 38–40, [2009] 3 SCR 640. 
107  See ibid at para 94. 
108  Goffman, supra note 36 at 51. 
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 Indeed, the Internet, as Danay cautions in his instructive critique of 
defamation law, cannot be equated with traditional broadcast media for 
many purposes including defamation. More specifically, whereas a binary, 
categorical understanding of “truth” may have had a determinative role to 
play hitherto, the preceding recommends a more nuanced, contextual un-
derstanding of defamatory expression, which better lends itself to striking 
a constitutional amenable balance between digital expression and reputa-
tion (including reputational privacy).  
 As a bisystemic country and cognizant of the above-mentioned conver-
gence between legal systems upon us, Ontario would do well to look to its 
civilian counterparts (Quebec and beyond) for practical and conceptual in-
spiration, particularly in the notion of the contextual reasonableness of the 
impugned expression. This is a far more malleable approach than the 
“truth defence” and perhaps even defences more generally; it accounts for 
the promise and perils of unvetted, often instinctive gradations of digital 
expression and is better equipped to remedy the sort of “overdeterrence”109 
that some lament as undermining the otherwise empowering digital 
speech uniquely imparted by technological advances.110  
 Accordingly, under Quebec civil law, unlike its common law counter-
parts, the question—perhaps somewhat surprisingly—is not necessarily 
whether the purportedly defamatory statements are true or false. But ra-
ther whether expressing them under the circumstances was reasonable 
according to an objective standard of reasonableness (an ex post facto 
built-in fair comment defence, one might posit). Circumstances, of course, 
can and must account for the vicissitudes of the digital variety where pre-
existing reputational difficulties can be compounded by punitive shaming 
in an era of “infinite memory.” Context therefore is key. Such a standard 
can assist in reintroducing much needed context oft divested by the digital 
medium or “recontextualizing” digital expression, thereby aligning it with 
a purposive understanding of the very Charter values that inform defa-
mation law post-Grant. 
 At this juncture, it is important to note that this essay by no means 
purports to answer or even fully touch on many of the issues raised by the 
topic. These challenges should be addressed in future discussions. In par-
ticular, although not limited to, the potential relevance of a “hybrid” mod-
el, which marries civil and common law approaches, one where context 
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and good faith supplant “truth” and other defences with an eye towards 
better balancing Charter values.111  
 Two interrelated recommendations were advanced: first, to adopt a 
“contextual reasonableness” approach, as a Canadian court has already 
done (however inadvertently) in Whatcott. Second, in line with rejecting a 
pigeonholed approach ill-suited to the digital age, to retreat from the 
truth defence, which places undue burden on freedom of expression by re-
quiring defendant to show verifiable truth (rather than for plaintiff to 
show lies or unreasonable expression). In common law parlance, moving 
to a negligence standard in defamation law, particularly post-reasonable 
communication defence post-Grant. 
 The foregoing argument suggests that reviewing and revising defama-
tion law is a promising way to balance freedom of expression with privacy 
and reputational concerns in a changing technological and societal land-
scape. The rigid view of the common law, practically unworkable in the 
digital age, can be made more adaptable by turning to the civil law’s 
broad and flexible time-tested principles. 
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